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Abstract: Routing protocols like OSPF (Open Shortest Path First) work on a set of link weights set up to control network data flow. Finding link weights that minimize network congestion for a given network topology and demand matrix is known as the Weight Setting Problem (WSP) and was proved to be NP-Hard. A new protocol called Distributed Exponentially-weighted Flow Splitting, or DEFT, has been recently proposed by Xu, Chiang, and Rexford (2007). DEFT with real-valued weights was shown to outperform OSPF with integer weights and often obtains optimal or near-optimal congestion. In this paper, we propose a memetic algorithm for the WSP for DEFT. Our algorithm can be used as part of a network design tool. It is restricted to using integer weights. We compare results with the two-stage iterative method of Xu, Chiang, and Rexford and observe that the two-stage method finds real-valued weights that lead to less congestion than the integer weights of the memetic algorithm. We propose an extension of our algorithm to deal with real valued weights.
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Abstract: Identifying critical nodes in a graph is important to understand the structural characteristics and the connectivity properties of the network. In this paper, we focus on detecting critical nodes, or nodes whose deletion results in maximum disconnectivity of the graph. This problem, known as the CRITICAL NODE DETECTION PROBLEM has applications in several fields including biomedicine, telecommunications, and military strategic planning. In this talk we discuss two formulations of the problem and the computational complexity of each. Further we present the numerical results of heuristic algorithms which have been implemented for each. The solutions are compared with those found by a commercial software package.